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To obtain a GCSS-J account: Go to the below URLs.

NIPRNET: https://gcss61.csd.disa.mil

Prerequisite
a. A valid DoD issued CAC Card.

SIPRNET: https://gcss61.csd.disa.smil.mil
First Look Site: https://cit3.gcssjnonprod.disa.smil.mil

Prerequisite

a. A final U.S. Secret Security clearance

b. SIPRNET Hard Token Certificate.

Note: SIPRNET Hard Token are received from your local LRA.


https://gcss61.csd.disa.mil/
https://gcss61.csd.disa.smil.mil/
https://ngb.gcssng.disa.smil.mil/

A Combat Support Agency

Requesting a Global Combat Support System-Joint Account
Login to Global Combat Support System-Joint Home Page Disclaimer

Before reaching the login screen, the user is presented with a disclaimer screen that
explains the conditions the user needs to be aware of and agree to before proceeding.

UNCLASSIFIED

GCSS-J

Global Combat Support System - Joint

Disclaimer

You are accessing a U.5. Government (USG) Information System (15) that is provided for USG-authorized
use only.

By using this IS (which includes any device attached to this |15), you consent to the following conditions:

= The USG routinely intercepts and monitors communications on this IS for purposes including, but not
limited to, penetration testing. COMSEC monitoring. netwaork operations and defense. personnel
misconduct (PM). law enforcement (LE). and counterintelligence {Cl) investigations.

= At any time, the USG may inspect and seize data stored on this IS

= Communications using. or data stored on. this IS are not private. are subject to routine monitoring.
interception., and search, and may be disclosed or used for any USG authorized purpose.

& This IS includes security measures {(e.g.. authentication and access controls) to protect USG interests—
not for your personal benefit or privacy

= MNotwithstanding the abowve. using this IS does not constitute consent to PM. LE or Cl investigative
searching or monitoring of the content of privileged communications. or work product, related to personal
representation or services by attormeys. psychotherapists. or clergy. and their assistants. Such
communications and work product are private and confidential. See User Agreement for details.

1 Agree

If users have a valid CAC Card for NIPRNET/SIPR Hard Token certificate for SIPRNET, they will be
taken directly to the GCSS-J home page when the “l Agree” button is clicked. However, if users
do not have a valid PKI certificate, they will be redirected to the Login Screen where they will

need to click “Request an Account.” Once on the login screen, users can request an account.

S
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User Basic Information Page: Please fill out as much of this information as
possible.

Enter Basic Information

Plasse enter your information.

Note: Fields marked in blue sre shared stinibutes that msy sppesr on multiple forms.

Request Information

ssssss

User Demographic Information
Account ID  DOEJCHM

Certificate DN

Msiling Address

P.O. Box
City/ APOIFFO State — Select— W *  Zip Code
Work Phone Home Phone Mobile Phone

Secure Fhone

Email Address

Government Contractor Information

Government @ No (0 Yes
Contractor *

i Password Management

New Password
Confirm Password

To see the password policy, dick the information icon

[ Cancel Request | [ Centinue

NOTE: GCSS-J requires each user to use a unique e-mail that ends with a .gov or .mil
address. All items marked with * must be filled out completely.
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The Select Application Access Page allows users to select their roles. If you do not
have an Operational JOPES account, do not check JOPES. You may update this

information at a later time. Do not select GSORTS or Asset Visibility, these capabilities
are not available.

Select Application Access

Please select the Application acoess you need.

Primary COCOM/Service/Agency (CSA) select a Primary CCMD /Service /Agency
MOTE: If you are requesting access to the Asset Visibility (AV) application|s), and are unsure of which primary C5A to select, and application access baSEd on your
chaose DLA. & geographical region or assignment.

Primary C5A - Select a Primary C5A - w =

GCSS Request Options

Configure GCSS Roles
Configure JOPES Credentials

Configure GSORTS Credentials

Family of Systems Applications
Accounts for these applications are requestable through GCSS:

*- Accese fo theze spplications requires approval.

Asset Visibility - You must request 5 cerificate bazed GCSS account in order fo sceess thiz spplication.

* indicates a required fisld

[

Badk| | Cancel Continue
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The Select GCSS Portal Access Page allows users to select which Combatant
Command, Service, Agency (CSA) shared information they would like to access. The
“Application Roles” gives users access to a regular GCSS-J User/Administrator roles.

Select GCSS Portal Access

Flease select the GCS55 Portal access you need.

Mote that COCOMs/Services/Agencies (C5As) without User Account Managers are not listed.
If you need acoess to those CSAs, plesse contact your system administrator.

Primary COCOM/ServicelAgency (CSA)
Frimary CSA CEMTCOM - -
Organization
organization | Top:GCSS:CENTCOM W

Secondary CSAs

Awvagilable Secondary CS5As Selected Secondary C5As

AFRICOM

Air Foroe

CONUS

DECCD

DISA

DLA

EUCOM

GDDF

GLOBAL 52

i

Secondary CSAs

E

E

i

[il Application Roles
GCSS User hd
Application Role Description
5CS5 Administrator | Application role for regular GCSS administrator
GCSS User nFP'ICEtIDH role for rlz—g.ulsr GCSS usErl o
This role does not contain any manager/administrator role.

¥ indicates a requirad fisld
Badk | | Cancel Continue
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The Ready to Send Your Request Page validates and shows users what they
applied for.

Ready to send your request
You requested:

- aooess Primary COCOM/ Service/Agency to CENTCOM.
- add Secondary COCOM/Senvice/Agency to: AFRICOM, Air Foroe, CONUS, DECCD, DISA, DLA, EUCOM, GDDF, GLOBAL, JFCOM, Joint Staff, NMCC, NORTHCOM, PACOM, Red Cross, SOCOM, SOUTHCOM, SPACECOM, STRATCOM, TESTA, TRANSCOM,

USFK

‘our request will be sent to the appropriate User Account hManagers.

Please dlick continue button to send your request.

‘E’ Cancel Continue

The Account Request Sent Page informs users that their requests have been sent to the
GCSS-J Administrator. At this time their requests will be completed within 24 hours. To
expedite your account request, send an email to: disa.meade.peo-c2c.list.gcss-
icrt@mail.mil

Account Request Sent

Thank you for your registration request. Print this page for future reference.
If your account is not activated within 24 hours, please contact the GCSS help desk at:

{212) for gverseas, DSN §88-2472, comm: 324-418-2472

SIFR email: icedeskti d.disa.smil.mil

MNIPR email: mont-dodostticeetrequestsi@esd. disa.mil

Please reference the following Account ID when contacting the help desk: DOEJOHN

o



mailto:disa.meade.peo-c2c.list.gcss-jcrt@mail.mil
mailto:disa.meade.peo-c2c.list.gcss-jcrt@mail.mil
mailto:disa.meade.peo-c2c.list.gcss-jcrt@mail.mil
mailto:disa.meade.peo-c2c.list.gcss-jcrt@mail.mil
mailto:disa.meade.peo-c2c.list.gcss-jcrt@mail.mil
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Once your GCSS-J account is approved, log in starting from a fresh browser page
(NIPR URL: https://gcss61.csd.disa.mil or SIPR URL: https://gcss61.csd.disa.smil.mil/

) You will be asked to authenticate with your CAC/Hard Token. You will be sent to the
GCSS-J Home Page Disclaimer. After agreeing, you will be sent to the GCSS-J Home
page displayed below.
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https://gcss61.csd.disa.mil/



