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DISCLAIMER

The information provided in this briefing is for general information 

purposes only. It does not constitute a commitment on behalf of the 

United States Government to provide any of the capabilities, systems or 

equipment presented and in no way obligates the United States 

Government to enter into any future agreements with regard to the same. 

The information presented may not be disseminated without the express 

consent of the United States Government.
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DoD ICAM JPIO Members

• Moderator:  Arthur R. Friedman, CNSS ICAM Working Group Co-chair, 

NSA Detailee to DISA 

• Panel Members:
 Mr. Desmond Adams, Director, Identity Management, DMDC

 LTC(P) Silas Calhoun, Cybersecurity/Architecture & Capability 

Oversight, DoD CIO’s Office

 Mr. Brandon Iske, Chief Engineer for Security Enablers Portfolio, DISA

 Ms. Linda McNamee, Program Manager for ICAM Solutions, NSA 
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JPIO Goals & Challenges

• Coordinate enterprise ICAM capability development between 

DISA/DMDC/NSA into a unified implementation plan supporting all 

DOD components and understand their mission requirements

• Identify technical and policy challenges to deliver robust enterprise 

ICAM capabilities

• Develop a process for identifying and resourcing new ICAM 

requirements
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