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Role
• Inject support for Information layer 

in project / solution development
• Provide KIM sme support to new 

projects
• Lead on cross cutting KIM projects
• Behaviours & Exploitation

Key Issues
• Records Mgt in O365
• Def Archiving Solution
• Operational KIM

Future & Projects

Role
• Promote good IM
• Policy compliant WoWs
• Produce IM Policy
• Defence IM Organisation / skills (with HOIP)
• IM H2A
• Monitor legislation impacting on IM

Key Issues
• Impact of roll out of O365
• Re-write of JSP 441 (IM Policy)
• H2A

Legacy / Records 
Management
Role
• Preservation of public records
• Primary POC with DBS and TNA
• Ensure RM legislation is able to be 

and is complied with
• Lead Public Inquiry / FOI / MC / PQs 

on KIM

Key Issues
• Transfer of Service Records to TNA
• Future Digital Transfer

Current Information Mgt

Role
• Support and grow KM across Defence
• Behavioural and cultural change in support of KM
• Produce Defence Knowledge Strategy and measure progress
• Identify and roll out KM Tools & Techniques
• Define the ESM Strategy

Knowledge
Management / 
Exploitation

Key Issues
• Aligning KM initiatives such as Chilcot, DOLS, 

MODNET
• Supporting use of Defence Connect
• Develop and publish Knowledge Maturity Model

Information 
Layer

KNOWLEDGE & INFORMATION MANAGEMENT TEAM
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Changing Professional Skills

• Current

• Storage

• Organisation

• Review

• Disposal

• Future (inc Librarian)

• Information Flow

• Search

• Analysis

• Education

Changing KM SkillsChanging IM Skills

• Current

• SNAK

• COP

• Blogs

• Lessons Learned

• Future

• Knowledge Flow

• Social Media / Community Mgt

• Collaboration

• Behavioural Change
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DEFENCE KNOWLEDGE STRATEGY

Part 1 – Sets out the aim, vision and required outcomes 
(Published Jul 17)

 Part 2 – Captures and maps ongoing projects and 
activities to outcomes (Published Jul 17)

 Part 3 – Maturity model to measure progress and success 
to becoming a knowledge organisation (Jun 18)

 Founded in the 7 Government Knowledge Principles

4: Knowledge is freely 

sought and shared

1: Knowledge is a valued asset

2: Knowledge needs the right environment in order to thrive

5: Knowledge increases in 

value through re-use

3: Knowledge is captured where necessary and possible

7: Knowledge underpins 

organisational learning

6: Knowledge underpins 

individual learning
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Leaders throughout the 

organisation actively support 

and practice knowledge sharing 

and promote Knowledge 

Management

Defence is a “review and learn” 

culture, allowing teams and 

individuals time to reflect and 

to identify and share lessons 

learnt from them

Defence Identifies and promotes 

the value of knowledge and the 

personal & business benefits of 

sharing experience and 

expertise

Defence identifies and captures 

knowledge and expertise from 

individuals and learns and 

applies lessons from specific 

projects and operations

D
ef

en
ce

 K
n

o
w

le
d

ge
 S

tr
at

eg
y

Vision

Knowledge and expertise is 
a valued resource 

throughout Defence, 
sustained by  an 

environment which 
supports knowledge 
seeking and sharing, 

promotes challenge, and 
encourages continuous 
learning at every level

DEFENCE KNOWLEDGE STRATEGIC OUTCOMES
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DKS IMPLEMENTATION

August 17
Presentation 

complete
Publicity 
complete

Workshop 
designed

DC KM Group 
relaunched

September 17
TLB 

Ambassadors 
nominated

All pilots 
commenced

TLB Workshop 
delivered

Maturity model 
first draft

Information 
Professionals 
Conference

October 17
Maturity Model 
draft for GKIM 
consultation

Senior 
Champions 
identified

KM Techniques : 
"Train-the-

trainer" offer 
developed

December 17
Pilots quarterly 

review
New guides 

added to Toolkit
X-Gov’t Maturity 
Modelling Start

TLB 
Ambassadors 
first  review

KM CoP F2F 
event

March 18
Pilots quarterly 

review
Maturity Model 
Working group

Toolkit & 
Practitioner 

Guide refreshed 

GKIM 
Conference

June 18
Pilots quarterly 

review

Maturity Model 
implementation 

review

May 18
Implementation 

Plan review
Maturity Model 

published
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KNOWLEDGE & INFORMATION – CREATING THE CONTEXT 

CULTURE

WIS

-DOM

KNOWLEDGE

EXPLOITATION

KOWLEDGE MGT /

INFORMATION 
EXPLOITATION

INFORMATION

+

+

+

+

=
Holistic approach

Attitudes, Behaviours & Cultures

Knowledge Management Techniques

Information Exploitation

Knowledge Exploitation

Information Technology
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DEFENCE KNOWLEDGE – ALIGNING INTIATIVES

• Defence Knowledge Strategy (DKS)

• MODNET – MOD Instantiation of O365

• Chilcot Implementation Team

Results from Sir John Chilcot Inquiry into the Iraq War

Majored on the need for better sharing, knowledge management, avoidance of group think 

• Defence Organisational Learning Strategy (DOLS)

Established to embed the lessons being generated from operations & exercises

Expanded to become a broader activity
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• KM Group

• “Challenge” Culture

• Blogging

Chilcot

• KM Pilots

• Workshops

• Roadshows

• Training

DKS

• Lessons Captured 

• Communities of Practice

• Conferences (How Defence Learns)

• Peer Assist

DOLS

• Profiles

• Groups

• O365 Working Groups
MODNET

• Internal Social MediaChilcot

• Wikis

• Guides / JSPs

• Blogs

• Behaviours

DKS

• Communities of Practice

• How to do DOLS’ Repository (ie Good OL 
Practice)

DOLS

• Stored Information / Records

• Delve
MODNET

• Exploit historical informationChilcot

• Exploit Information Archives

• Learning from experience
DKS

• Datastore of Lessons Identified (DLIMS)

• Joint Knowledge Portal
DOLS

• Archives

• Defence Electronic Archive Search

• Operational Information Archives
MODNET / NSOIT

• Support technological innovation that enables 
knowledge sharing 

• Challenge existing paradigms
Chilcot

• SNAK Sessions

• Workshops of Professional Disciplines
DKS

• Peer Assists

• Communities of Practice

• Application of lessons into doctrine / SOPs / 
Ways of Working etc

DOLS

• Technology Innovation / Insertion

• Exploit new technologies / capabilities
MODNET / NSOIT

Developing 
Knowledge 

through 
exploration 

Capturing 
Knowledge 

from 
experience

Curating 
knowledge to 

be used in 
learning

Storing 
knowledge for 
retrieval when 

required

• Storytelling
• Mentoring & Shadowing
• Lunch &  Learn / SNAK

• Willingness to share / learn
• Value experience / expertise over 

new

Model Adapted from Paul Whiffen

DEFENCE KNOWLEDGE – ALIGNING INTIATIVES
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KM Roadmap : Themes

Establish Transform

Phase 1

Phase 3

Phase 2

Strategic Advantage

Process

Technology

Culture

Content

People

KM automatically embedded 
into ways of working

Integrated KM platform 
facilitating the ‘push/pull’ of 

knowledge 

Embody and apply the 
characteristics & behaviors that 

facilitate the success of KM

Intellectual Capital model that 
provides single source of truth and the 

capture of best practices aligned to 
business needs

Engaged leadership that 
actively promotes 

collaboration, communication 
& knowledge sharing

To help people and organizations work 
better together by capturing the best of 
what every person has to offer

Interactive 

Intranet

KM

Group

Blogging

MSFT

Groups

KM Workshops

KM

Pilots

Story 

Telling 

Captured

Mentoring & 

Shadowing

Lunch & 

Learn

SNAK

Training Lessons 

Captured

CoPs

Conferences

Conferences

Profiles

“Safe to 

Challenge” 

Challenge 

Culture

Peer Assist

DKS

Chilcot

DOLS

MODNET

UX encourages 

staff to think & 

work differently

Knowledge Hub 

provides easy reliable 

access to captured 

knowledge

People actively 

seek and share 

knowledge

Pro-Active 

engagement  

from 

Leadership

BAU where Information 

& Knowledge 

Exploitation is the first 

action on any new 

project / activity / 

question

MSFT

Teams

WoWs founded in 

compliance  / good 

practice for 

Information & 

Knowledge 

Exploitation

Staff have time to reflect 

and to contribute to 

Defence as well as team

Linking of all Defence 

Information 

Repositories

DLIMS

ESM

ESM Content 

available Whole 

Force

People actively 

support 

Communities

Lessons 

Embedded
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COMPETITIVE

ADVANTAGE

KM / DOLS / 
Chilcot / 
MODNET 
aligned

Mapping progress 
against KM

Maturity Model

Exploiting IX / KX 
within MODNET

MOD Information 
repositories 

connected in a 
Single Information 

Environment

Changing IX & 
KM/KX Skill Sets

Evolving 
Repository of 
KM Tools & 
Techniques

Identify a Senior 
Leadership 

Champion who 
Practices IX and KX

Achieve 
behavioural
change and 

“Safe” culture

Deliver a 
Knowledge Hub 
& New Defence 

Intranet

Deliver Defence 
Connect as 

Whole Force 
Capability

Knowledge & 
Information are

Re-Used

KIM / ISS will 
actively Work out 

Loud / exploit 
MODNET to set 

example

CRITICAL STEPS TO KNOWLEDGE MANAGEMENT
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• Identifying Value of KM

• Leadership Buy In

• Resource 

• Organisational Culture

• Not Invented here

• Can’t “fail” with public money

• Time to contribute / time to 
reflect

CHALLENGES
A Mantra To Live By?

• Discover & Adopt

• Discover & Adapt

• Develop & Share

Courtesy of Chris Collinson
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